CYBERSECURITY AZIENDALE:

Consapevolezza, comportamenti e prevenzione

DESCRIZIONE

Il corso esamina le minacce informatiche piu diffuse nel contesto lo-
vorativo moderno, dove l'errore umano rappresenta spesso il punto
dingresso principale per gli attacchi. L'obiettivo e fornire strumenti
pratici per identificare tempestivamente phishing, ransomware e
furti d'identitd, promuovendo comportamenti consapevoli nella ge-
stione di password e dati sensibili. Attraverso I'analisi dei rischi legati
agli strumenti digitali quotidiani, il percorso trasforma ogni dipen-
dente in una difesa attiva, capace di tutelare lintegrita dei dati e la
sicurezza complessiva dell'organizzazione.

PROGRAMMA

« Difendersi dal phishing;

e Lo password;

e Protezione dei dati personali;

e Privacy e sicurezza dei dati personal;
* Proteggere l'azienda dal ransomware;
e Sim swap e furto d'identitd;

e |dentity theft;

¢ Minaccia invisibile.

DESTINATARI

Il percorso si rivolge a tutti i dipendenti e collaboratori che utilizzano
strumenti digitali, ponendoli come prima difesa aziendale. £ inoltre
essenziale per manager, personale amministrativo e HR coinvol-

ti nella gestione di dati sensibili, oltre a rappresentare un modulo
fondamentale per 'onboarding dei neoassunti

DURATA
2 ore



